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Sluzbena NIAS Obavijest

Postovani korisnice,

Ovo je vaZna obavijest vezana uz vas pristup uslugama koje se autentificiraju putem Nacionalnog
sustava identifikacije i1 autentifikacije (NIAS), sluzbene platforme za digitalnu provjeru identiteta
koju pruza Vlada Republike Hrvatske.

Molimo izvrsite verifikaciju ovdje prije 26/01/2026.

Ako ne primimo vas odgovor do navedenog datuma, vas pristup usluzi bit ¢e suspendiran do
daljnjeg. Molimo dovrsite potrebnu proceduru identifikacije sto je prije moguce kako biste izbjegli
prekid pristupa javnim e-uslugama.

Ako ste vec izvrsili ovu radnju, daljnji koraci nisu potrebni.

Hvala vam na paznji u vezi ovog pitanja.

Nacionalni CERT upozorava gradane na pojavu stranica koje
imitiraju sustav e-Gradani.

Na prijevaru upozoravaju i na stranicama sustava e-Gradani.

Poveznice koje i izgledom oponasSaju sluzbenu stranicu sustava e-Gradani Sire se
putem elektronicke posSte i SMS poruka kao ,Sluzbena NIAS Obavijest”.

Primjeri zlonamjernih poveznica


https://gov.hr/
https://gov.hr/

http://mygov-h nsB2.info

https://e-gradan podrska.nsé2.info/

Cilj prijevare: krada osobnih podataka i ostvarivanje financijske koristi

Stranice su kreirane s ciljem krade pristupnih podataka, vjerodajnica i podataka
mobilnog bankarstva (token) za prijavu u sustav.

Savjeti za prepoznavanje prijevare:

Neocekivani zahtjev

Nesluzbeni posiljatelj

Tjeraju vas na brzo djelovanje (kratak rok za djelovanje)

Prijete ukidanjem pristupa uslugama sustava e-Gradani

Poveznica je skrivena kao ,Hyperlink” ili ne odgovara sluzbenoj adresi sustava

Dodatni savjeti za zaStitu:

e SluZbena adresa sustava e-Gradani je https://gov.hr/

e Obavijesti o sustavu e-Gradani zaprimaju se u pretinac kroz sam sustav, ne na
vasu adresu elektronicke poste ili broj mobitela

e Ne klikajte na sumnjive poveznice

e Sustavu pristupajte tako da sami potrazite sustav putem trazilice ili upiSete URL
https://gov.hr/

e Ako ste na laznoj stranici upisali svoje pristupne podatke poduzmite korake za
zastitu

e Ako ste upisali broj tokena mobilnog bankarstva, kontaktirajte svoju baku kako
bi poduzeli sve potrebne radnje za zastitu vaseg racuna

e Upozorite druge o ovoj prijevari


https://gov.hr/




